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Abstract of the contribution:

This paper proposes some considerations for change of AMF and an update of the identities in clause 5.9 of TS 23.501.
Discussion
In TR 23.799, it was agreed that the 5G network should support the mechanisms to avoid issues caused by at least N2 stickiness. It had the following agreements in section 8.14: 

8.14 Agreements on Key Issue #19: Architectural impacts when using virtual environments

The architecture should support mechanisms to avoid issues caused by the persistence ("stickiness") of UE-specific associations on at least N2.
NOTE 1:
Solutions should be developed during normative phase.

NOTE 2:
Other reference points may be considered.
N2 stickiness issue has been discussed at several SA2 meetings and conference calls, however, there was no solution principle agreed. Individual solutions should be progressed for now instead. In addition, there was no agreement on whether there should be interaction with the UE related to a change of the AMF.

In this paper, we propose a solution to solve the above issues. The solution is based on the following deployment architecture.
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Figure.1 AMF deployment architecture

In Figure.1, several AMFs from the same vendor form an AMF Group. Within the group, the AMFs share one UDSF. The location information of the UDSF is configured in the connected AMFs. AMFs belonging to the same UDSF can store, retrieve and share the UE’s context with each other.

In this case, if the AMF can’t serve the UE any more, it stores the UE’s context in its UDSF without the extra signaling with the UE and other NFs. Other AMF, if reselected as a new serving AMF, could retrieve the UE’s context from the UDSF.
We propose to use the UE Temporary Context Identifier (TECI) in the solution. TECI is different from the UE’s temp ID. It includes a DSF identifier and an internal identity (e.g., a pointer to DSF’s internal address, internal address). TECI can be used to identify the location of the UE’s context in DSF. The reselected AMF will fetch the UE’s context from the DSF based on TECI. 
The following considerations are proposed:
Consideration 1: When the AMF decides not to serve the UE any more, it stores the UE’s context information in the UDSF. Then the UDSF allocates TECI for this UE and sends TECI to the AMF. 
The TECI is different from the UE’s temp ID. It identifies the location of UE’s context in the DSF. It includes Data Storage function identifier and an internal identity (e.g., a pointer to DSF’s internal address). TECI is only used when DSF is deployed in the core network.
Consideration 2: After receiving the UE’s TECI, the old AMF deletes the UE’s context and stores the mapping information between the UE’s TECI and other UE identity (e.g. UE’s temp ID or SUPI). TECI shall not be transmitted to the UE. 
Consideration 3: AMF reselection:

If the UE is in IDLE state, the AMF reselection doesn’t take place immediately. AMF reselection takes place when there is subsequent MO transaction or MT transaction for this UE. When the subsequent MO transaction or MT transaction takes place, the NAS message is sent the old AMF. The old AMF will trigger the AMF reselection and transmit the TECI to the new AMF.
If the UE is in CONNECTED state, the old AMF releases the connection with (R)AN and triggers AMF reselection. The new AMF needs to be reselected by either the old AMF or the (R)AN. The UE’s TECI is transmitted to the new AMF either directly from old AMF or via (R)AN/other CP NFs based on the AMF reselection mechanisms.

Consideration 4: Context retrieve: 

The new AMF retrieves the UE’s context from the UDSF based on the UE’s TECI.

NOTE : Since the UDSF is only used to store the opaque data, the AMFs within the same AMF group should be from the same vendor. The new AMF needs to be selected from the same AMF group. 
Proposal: 
The following text is proposed to be added to clause 5.9 in TS 23.501.
**************************************Start of 1st change*****************************************
5.9.3 UE Temporary Context Identifier

A UE Temporary Context Identifier (TECI) is defined for the retrieval of the UE’s context from the DSF.

The TECI includes DSF identifier and an internal identity (e.g., a pointer to DSF’s internal address).

TECI is allocated by the DSF for the UE’s context which is stored in it. When an AMF stores the UE’s context in the DSF, the DSF shall send the TECI to the AMF. 

TECI is stored at the AMF and shall not be sent to the UE. 

NOTE:   TECI is only needed when the DSF is deployed in the core network. 
****************************************End of change*******************************************
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